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DATA PROTECTION UNDER
TRADE SECRETS LAW

by Siraprapha Rungpry and Edward J. Kelly 

In 2002, Thailand adopted the 
Trade Secrets Act which contains a 
provision intended to safeguard the 
confidentiality of marketing approval 
data submitted to the Food and Drug 
Administration (FDA).  Nevertheless, 
the scope of the protection afforded by 
the Act would remain uncertain until 
ministerial regulations were adopted 
which would enable its implementa-
tion. This means in spite of the express 
legal protection for such data, drug 
originators cannot wholly rely on the 
government authority to protect confi-
dential data and information submitted 
against unauthorized disclosure and/or 
unfair commercial use.

Generally speaking, the Trade 
Secrets Act 2002 (B.E. 2545) creates a 
legal framework for the protection of 
trade secrets and other confidential 
information, rendering the unauthor-
ized use and disclosure of such infor-
mation an actionable and even 
criminal offense.  With respect to data 
or information submitted to the FDA 
by a drug originator in order to obtain 
an approval to market a new drug, 
the Act recognizes that such data or 
information, either in whole or in 
part, may amount to a trade secret in 
the form of testing result or other 
information regarding its preparation, 
discovery, or creation.  In this case,

the owner would have the right to 
request the FDA to maintain the 
confidentiality of the data submitted.
Upon such request, the FDA would 
have “the duties to maintain the trade 
secrets from being disclosed, deprived of 
or used in unfair trading activities, in 
accordance with the regulations 
prescribed by the Minister.”

Since the Patent Act clearly 
confers generic drug manufacturers 
with the ability to engage in  
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POLITICAL UNCERTAINTY

AFFECTS IP OWNERS
by Areeya Ratanayu and Clemence Gautier 

Ever since the military coup of 
2006, Thailand has been subject to 
many disruptions.  The Council for 
National Security dissolved the 
constitution and appointed an interim 
civilian government in which retired 
civil servants were responsible for the 
management of each ministry.  The 
main aim of the council was to oust 
former Prime Minister Thaksin 
Shinawatra from power.

Compulsory Licensing 
On November 29, 2006, Thailand’s 

Ministry of Public Health (MoPH) 
announced its decision to force Merck 
& Co. to relinquish its patent and  

intellectual property rights on 
efavirenz, an effective HIV/AIDS 
treatment known by its brand name 
Stocrin®, and to produce the drug 
itself through the Government 
Pharmaceutical Organization. This 
was in spite of the fact that Merck 
offers Stocrin® at no-profit pricing in 
Thailand, which has been one of the 
world’s few middle-income countries 
receiving the drug at this price.  

On January 29, 2007, the MoPH 
extended its policy to break the patent 
of another anti-HIV medication, 
Abbott’s Kaletra®, and a cardiovascular 
drug, Sanofi-Aventis’ Plavix®. 

The military regime relied upon 
a section of the Thai Patent Act 
(Section 51) which had never before 
been invoked. It argued that in a 
period of emergency, the govern-
ment can produce patented drugs 
or drugs for non-commercial use ,
under terms and conditions which 
the government itself unilaterally 
sets. Supporters of the recent 
compulsory licensing actions have 
argued that such licenses are often 
used internationally, even in  
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DATA PROTECTION (from page 1) 

various preparatory activities with a  
view to seeking regulatory approval 
before a patent for a particular pro-
tected drug has expired (i.e. Bolar 
provision), generic manufacturers 
could submit applications for regula-
tory approval before the expiration of 
the patent.  As a result, the extent to 
which the drug originator’s data sub-
mitted to the FDA is protected, or in 
other words, the extent to which a 
generic drug manufacturer may rely 
on previously filed data which under-
pins the efficacy and safety of the 
drug to support the application for 
marketing approval for a generic 
becomes a critical issue.   

Thus far, the FDA has treated an 
originator’s data on file as forming 
part of known scientific knowledge 
and does not require a generic appli-
cant to prove safety and efficacy of a 
drug compound. Follow-on applicants 
are usually required to conduct the 
less onerous bioequivalence and/or 
stability testing to demonstrate that 
the follow-on genetic drug compound 
is either bioequivalent or has the same 
bioavailability.  Similarly, the generic 
manufacturer does not need to 
conduct research on ingredients and 
dosage forms that have already been 
approved for safety and effectiveness.  
Questions arise about whether the 
foregoing practice violates the man-
date of the Trade Secrets Act and/or 
TRIPS obligations with regard to data 
protection.  While the FDA 
acknowledges it must refrain from 
disclosing the data submitted by drug 
originators to third parties, generic 
manufacturers which are direct 
competitors of the drug originators 
clearly obtain a commercial benefit 
from the originator’s confidential data 
on file.

Although TRIPS mandates that 
member countries must provide 

protection against unfair commercial 
use of marketing approval data, 
countries do reserve considerable dis-
cretion to define “unfair” in the con-
text of their national laws.  Since the 
Trade Secrets Act does not specifically 
address this, the ministerial regula-
tions adopted under the Act should 
have provided guidance as to whether 
the FDA’s reliance on the data sub-
mitted by the drug originator in order 
to assess a subsequent application 
constitutes “unfair commercial use” 
although the originator’s data is not 
actually disclosed to the generic appli-
cant.

The ministerial regulation 
regarding data protection has been 
passed and was published in the offi-
cial gazette on September 6, 2007.  
Before the regulation was adopted, it 
had widely been anticipated that the  
regulation would clearly establish the 
breadth of data protection and/or data 
exclusivity under the Trade Secrets 
Act.  When the ministerial regulation 
was announced, it was viewed by the 
pharmaceutical industry and inter-
ested parties as somewhat of a disap-
pointment.  The regulation fails to 
provide a clear solution to this highly 
controversial issue, and to the disap-
pointment of drug originators, it 
hardly protects data owners against 
unfair commercial use, as prescribed 
by the Trade Secrets Act in compliance 
with TRIPS obligations.    

While the real issue with regard to 
data protection is the extent to which 
the originator’s sensitive and confi-
dential data on file at the FDA could 
be referred to or relied on by generic 
manufacturers to support their appli-
cations, the ministerial regulation evi-
dently sidesteps this issue and does 
not define the limits or boundaries of 
data protection in a meaningful way. 
Whereas the regulation purportedly 
establishes a standard for protection
of data submitted to the FDA, the  

relevant sections (e.g., Sections 16-18), 
merely address physical security of 
the documents submitted and simply 
prevent unauthorized (actual) disclo-
sure.  For instance, Section 16 of the 
regulation provides that in case of 
application for drug registration, the 
data submitted must be stored in a 
securely locked cabinet, etc.; Section 
18(2) merely states that government 
officials have the responsibility to 
protect/keep the trade secret informa-
tion in a safe place. 

Thus, the ministerial regulation 
adopted does not really provide addi-
tional guidance for the implementa-
tion and enforcement of the Trade 
Secrets Act in respect of data protec-
tion.  Presumably, in light of the 
current view of the FDA which favors 
the narrow interpretation of its obli-
gation under the Act, the regulation 
would allow generics producers to 
continue to exploit drug originators’ 
confidential data on file, even though 
this practice may be regarded as an 
unfair commercial use under the 
Trade Secrets Act because it unfairly 
confers commercial benefits on 
generic manufacturers.  Nevertheless, 
while it could be argued that the 
(indirect) use of data by the FDA to 
approve a subsequent generic appli-
cation would essentially confer com-
mercial benefit on a third party and 
therefore constitutes “unfair commer-
cial use,” many simply believe that the 
use by a state agency in granting 
marketing approval to a follow-on 
applicant based on the second 
product’s similarity to the originator’s 
previously approved product cannot 
constitute an unfair commercial use of 
data because the FDA itself is not a 
commercial entity.  Unfortunately, the 
ministerial regulation recently 
adopted does not provide much guid-
ance on this particularly controversial 
issue.

POLITICAL UNCERTAINTY (from page 1)

the US and EU.  In reality, although 
this is the case for some forms of 
compulsory license, it is not true of 
government usage.  Internationally, 
compulsory licenses are a judicial 
remedy in court cases involving 
breaches of laws or disputes between 
trading competitors. They are also

common among inventors of new 
technologies who may require the 
license of an existing technology to 
develop the new invention.  Govern-
ment use of compulsory licenses is 
seen as a more draconian action 
because it results in far greater losses 
for the patent owner. According to
the government, negotiations with
the pharmaceutical companies were  

inconclusive and the only solution 
was to sign these three compulsory 
licenses.  Its decision is linked to the 
fact that HIV and heart disease are the 
second and third biggest most com-
mon diseases in Thailand. 

The major dispute between the 
MoPH and the pharmaceutical  
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POLITICAL UNCERTAINTY (from page 4)

companies is that the government 
intends to import cheaper generic 
forms of the drugs from Indian com-
panies.  The MoPH recently refused
to consider Abbott Laboratories’ pro-
posal to reduce the price of Kaletra®,  
a proposal which the Brazilian 
government has accepted.  The Thai 
government has set up a 
subcommittee on compulsory 
licensing to consider a group of 
around 30 drugs which may become 
subject to compulsory licenses.

The situation between the MoPH 
and the pharmaceutical companies 
remains unsettled. 

Thai Relations with the US 
The issue of the licenses may have 

had an impact on Thailand’s relation-
ship with the US government, despite 
US denial that this is the case.  For 
many years, Thailand has been on the 
Watch List according to the 301 
Report; this year it was reclassified to 
the Priority Watch List.  On April 30, 
2007, the Office of the United States 
Trade Representative (USTR) again 
included Thailand in its list of coun-
tries that do not do enough to respect  

IP rights.  In justifying this decision, 
the USTR criticized Thailand’s lack of 
control over the sale of visual media, 
pointed to the piracy of  books, DVDs, 
footwear, software, and clothing, and 
drew attention to the inadequate sen-
tences of criminals. This action, how-
ever, has been viewed in many circles 
as a reaction to Thailand’s announce-
ment of compulsory licenses. 

In reaction to this reclassification, 
the Thai government declared that it 
would do more to suppress violations 
of IP law.  It is consulting government 
agencies, NGOs, and representatives 
of the private sector.  The DIP is ana-
lyzing the relationship between anti-
competition law and IP rights. 

Computer-Related Crime  
After many years of negotiations, 

the government finally introduced the 
Computer-Related Crime Act in July 
2007 to counter cyber crimes.  The 
adoption of this law touches on many 
controversies both in Thailand and 
internationally. 

Supporters argue that the Act will 
have a positive impact on internet 
users, protecting online privacy and 
ensuring internet security.  Because it 
creates a cyber-environment that is

more favorable to business, the Act 
also protects e-commerce and national 
security.  The offenses covered by the 
Act include hacking, unlawfully 
accessing computers or network 
resources, and the unauthorized inter-
ception of e-mails or data with the 
intention of committing theft or 
harming others.  Additionally, the Act 
permits law enforcement agencies to 
pursue international criminals.  It 
authorizes police officers and gov-
ernment inspectors to seize computers 
on private property if they suspect 
that the computers contain pornogra-
phy or evidence of criminal activity or 
cyber crime.  The Act’s opponents say 
that excessive control by the authori-
ties will put the freedom and privacy 
of the individual at risk. 

The Future 
Beyond these events, foreigners 

who want to invest in Thailand await 
the end of the uncertain political 
situation.  If the government main-
tains such incoherent and disjointed 
IP policies, Thailand may experience 
a decrease in investments from 
foreign companies. 

CONCURRENT USE (from page 2) 

The applicant filed a civil suit 
against the DIP with the IP&IT Court 
in an attempt to overturn the Board’s 
decision. The applicant (Plaintiff) 
claimed and proved that the Plaintiff’s 
trademark “GAS & Device” is clearly 
different from the mark “GAS & 
Triangle Device” in appearance. Fur-
thermore, the trademarks of both par-
ties have been concurrently used in 
Thailand, and during the entire period 
of use, there has never been any con-
fusion between their products or 
trademarks.  In addition, the Plaintiff 
has been using the mark “GAS & 
Device” in good faith, which should 
be taken into consideration as a 
special circumstance in allowing the 
Plaintiff’s application to be passed 
into registration under Section 27 of 
the Trademark Act.

The following information and 
evidence were submitted to the Court 
during the trial: 

1. Samples, pictures, and 
packaging of the Plaintiff’s products  

bearing trademark “GAS & Device”; 
2. Advertising materials and pic-

tures of the Plaintiff’s shops and bou-
tiques in Thailand; 

3. Invoices and other sales docu-
ments demonstrating the sales figures
and prices of the Plaintiff’s products; 

4. Certificates of trademark 
registration of the Plaintiff’s trade-
mark in other countries;

5. Affidavit or written statement 
of the authorized person of the Plain-
tiff providing the history of the com-
pany and trademark;     

6. Market survey results on the 
senior registrant’s products and 
trademark along with the samples of 
senior registrant’s products.

In 2007, the IP&IT Court rendered 
judgment in the Plaintiff’s favor 
providing the following reasons: 

The origins of both marks are 
different.  

The Plaintiff’s trademark has 
been used and registered worldwide; 

The Plaintiff’s products have 
been sold in Thailand through its 
exclusive distributor only; 

The quality and the prices of 
the Plaintiff’s products and those of  
the senior registrant are different; 

The senior registrant’s trade-
mark is not widely used and recog-
nized by Thai customers.  

The Court, therefore, believed 
that the Plaintiff’s trademark would 
not cause confusion among the pub-
lic in Thailand and should be regis-
tered under the concept of “concur-
rent use”.  As a consequence, the 
Court cancelled the Board’s decision 
and ordered the Trademark Office to 
proceed with registration of the 
Plaintiff’s trademark application.   

To the best of our knowledge, 
this is the first case in which the 
IP&IT Court has clearly imple-
mented the concept of “concurrent 
use” for allowing the registration of 
trademark.  This may lead to a 
reconsideration of this issue by the 
Registrar and the Board of 
Trademarks in the future. 
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